Course Overview

The HISP Training & Certification program was created to provide IT, Governance, Security and Compliance professionals with the practical skills needed to help organizations address Information Security.

Who Should Attend


Course Objectives

Gain insight on how to implement or improve a GRC program
Learn how to adopt international best practices pertaining to Information Security.
Improve your ISMS
Gain competitive advantage.
Improve customer and investor confidence.
Show due diligence and due care.

Course Outline

1 Day One

Current Security Environments
Governance, Risk and Compliance (GRC) Overview
Holistic Security Overview
Frameworks
ISO 27001 & 2 Introduction
Policy
Organization of Security
Human Resource Security
2 Day Two
Day 1 Review
ISO 27002 Continued
Business Continuity Management
Physical & Environmental
Incident Response Management
IS Acquisition, Development & Maintenance
Communications & Operations
Asset management
Access Controls
Compliance
Introduction to Auditing.

3 Day Three
Day 2 Review
Learn how to adopt COBIT as an IT governance framework.
Learn how to integrate ITIL, ISO 20000, COBIT and COSO into your ISMS and/or GRC program
Mapping Requirements to Frameworks to Regulations to Actions
Practice Test
Course Review Q&A
HISP Examination
100 multiple-choice questions.
Questions covering the entire HISP course curriculum